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How can we help Government decision makers to 
understand the threat posed by quantum 
computing to classical cryptography and therefore 
balance the priority, costs and resources required 
to manage and mitigate the risk this presents to 
delivering the organisation’s services and 
protecting the data for which they are responsible, 
given the scale of the task, the likely timescales 
involved and all the other risks and demands they 
have to manage?



Why is starting the PQC 
Journey like selling magic to 

accountants? 
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Belief is important

● Quantum computing 
sounds like magic

● Magic shakes our 
predictable world 

● Fire alarms and cyber risk
● So how do we get people to 

instinctively believe in 
quantum computing and 
the threat?



Quantum magic



Demystifying PQC

• Comfort in data and facts

• Bounding the problem

• Showing a credible plan

• Paint the picture of the future

…and the alternative future





Many 
Voices 
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The International paper…

Highlights the threat 
posed by quantum 
computing and the 
potential impact on 
government 
operations and data 
security

Advocates for the 
active involvement of 
senior leaders to 
ensure government 
adopts a crypto-agile 
posture

Outlines key steps 
for migrating to PQC 
cryptography 
ensuring long-term 
data protection and 
resilience

… through a ‘Protecting Government’ lens





The paper is primarily aimed at 
government policy, technology, and 
financial leaders involved in 
protecting electronic data and 
securing communications across 
national security, critical 
infrastructure, healthcare, and public 
sector operations. 

Audience



Key Benefits

• Educate policymakers about 
an emerging global challenge

• Support advocacy efforts by 
highlighting critical issues and 
proposing actionable solutions

• Promote a unified 
methodology for transitioning 
government systems to PQC



● uncertain timescales
● supply chain
● legacy systems
● complex inventory

Overview on a Page

Threat
Current public-key cryptography can’t 
withstand attacks from CRQC 
threatening data privacy, national 
security, financial stability, and 
integrity of digital comms

Take action now!
• Inventory crypto algorithms

• Allocate adequate funding

• Upgrade crypto infrastructure 
(change management)

• Ensure ongoing resilience 
(vulnerability management)



1. Do you recognise this challenge? 
2. How did you move past it? 
3. What language works best?
4. How will you keep your 

policymakers and financial 
decision makers on board?

Questions
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